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Abstract: This discussion paper analyses the impact on 3GPP TS 23.501 from the SA3 conclusion on managing uniqueness of AF specific UE ID across different AFs. Related to incoming LS in S2-2303921. 	
1. Discussion
[bookmark: _Toc519004414]1.1 Introduction
SA3 informed in their LS to SA2 (S2-2303921/S3-230462) that SA3 has not specified anything for enforcing AF Specific UE Identifier to be unique across different AFs. The AF specific UE Identifier is defined in 3GPP TS 23.501 in the form of an External Identifier and by virtue of the format defined for External Identifier in 3GPP TS 23.003 and 3GPP TS 23.682, the AF Specific UE Identifier can be ensured to be different for different AFs by MNO configuration. 

1.2 Discussions during SA2#155
In SA2#155, the CR4155 to 3GPP TS 23.501 (R1 in S2-2303270) proposed to reword the NOTE 2 in clause 5.20 of 3GPP TS 23.501 to provide helpful information on how the AF specific UE Identifier is ensured to be unique across different AFs. Additionally, the NOTE also contained text on how the 5GC (specifically NEF) can enforce any usage restrictions on AF Specific UE Identifier (e.g., the identifier is used only the AF that was authorized to use it). The proposed NOTE 2 is copied below for reference: 
	NOTE 2:	The AF specific UE identifier is ensured to be unique across different AFs by the MNO configuration as defined in 3GPP TS 23.003 [19]. The enforcement of restrictions on the usage of 'AF specific UE identifier’ is up to NEF implementation.


 
An example of restriction would be to allow AF specific UE identifier for use only by the AF which had invoked NEF UEId_Get service operation. This kind of behaviour depends on the MNO policies. It is proposed to reword this sentence as “Based on MNO policies, NEF may enforce restrictions on the usage of AF specific UE identifier in further NEF service invocations.”    
However, an additional point was raised during the subsequent sessions that NEF by itself may not be able to enforce the usage restrictions. An example scenario raised by companies was of an AF that retrieved an AF Specific UE Identifier from NEF then subsequently invokes services from another 5GC NF e.g., PCF directly.   
It is not clear whether such requirements were already considered in the scope of the work to introduce NEF UEId service. 3GPP TS 23.502 Clause 4.15.10, which contains the procedure description for the UE Id retrieval, has a NOTE 1 as copied below: 
	NOTE 1: After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring). 



It appears that intention of the feature was to enable an AF to further invoke NEF provided services. 
The Nnef_UEId service was defined for the typical use by an untrusted AF which do not have any identifier for the UE except IP Address or MAC address. It is unlikely that such an AF will have the necessary credentials to directly invoke other 5GC NF services. Looking at this the other way, if the AF had credentials to invoke PCF services, then it would not have the need to retrieve AF Specific UE Identifier through NEF.
Additionally, we can look at the services exposed by other 5GC NFs which accept GPSI as an input parameter to see if the above mentioned scenario might be applicable: 
TSCTSF ASTI service (Access Stratum Timing Distribution): It is possible to use GPSI is a required input parameter. This service can be invoked by an AF. But it is a very specific service, and it seems unlikely the use case would apply with this service (an AF using IP address to translate to AF Specific UE Identifier and then configuring the session for ASTI).
AMF services: GPSI is an optional (if available, along with SUPI). Additionally, AF cannot be a service invoker as per 3GPP TS 23.502 Table 5.2.2.1-1.
SMF event exposure: GPSI is an input parameter, if available. AF can be a service invoker only for AppRelocationInfo event exposure which does not have GPSI as an input parameter. 
PCF services: GPSI is an optional input parameter for PolicyControl services.   
BSF services: Either GPSI is an output parameter or an optional input parameter for BSF services. (SUPI is the mandatory input to identify the UE) 
SMSF services: GPSI is an optional input parameter. Moreover, AF is not a service invoker as per 3GPP TS 23.502 Table 5.2.9.1-1.
UDR / UDM services: GPSI is a possible input parameter. But AF cannot be a service invoker as per 3GPP TS 23.502 Table 5.2.3.1-1 and Table 5.2.12.1-1. 
AF Event exposure: Accepts GPSI as an input parameter. However, this service is defined specifically for analytics exposure so far as per 3GPP TS 23.502 Clause 5.2.19.1. 
Considering the above, we could infer that an inter-NF (i.e., between NEF and other 5GC NFs that may expose services accepting AF Specific UE Identifiers) enforcement of usage restrictions of AF specific UE Identifier is not needed. Any enforcement that is needed can be localised to NEF implementation. 
Observation 1: An inter-NF coordination for enforcing usage restrictions of AF Specific UE Identifier is not needed.  
Proposal 1: It is proposed that SA2 agrees to rephrase NOTE 2 as “The AF specific UE identifier is ensured to be unique across different AFs by the MNO configuration as defined in 3GPP TS 23.003 [19]. Based on MNO policies, NEF may enforce restrictions on the usage of AF specific UE identifier in further NEF service invocations.”
As an alternative, we can modify the NOTE 2 to capture an inter-NF coordination (e.g., between NEF and TSCTSF) for enforcement is not supported in this release. 
	NOTE 2:	The AF specific UE identifier is ensured to be unique across different AFs by the MNO configuration as defined in 3GPP TS 23.003 [19]. Based on MNO policies, NEF may enforce restrictions on the usage of AF specific UE identifier in further NEF service invocations. An inter-NF coordination for enforcing restriction on using AF specific UE Identifier is not supported in this release.



Proposal 2: As an alternative, the NOTE 2 can be revised to make it clear that an inter-NF coordination is not supported in this release.

2. Proposal 
It is proposed that SA2 agrees on one of the alternative proposals to describe how uniqueness of AF specific UE Identifier is ensured and how usage restrictions are enforced.  
Proposal 1: It is proposed that SA2 agrees to rephrase NOTE 2 as “The AF specific UE identifier is ensured to be unique across different AFs by the MNO configuration as defined in 3GPP TS 23.003 [19]. Based on MNO policies, NEF may enforce restrictions on the usage of AF specific UE identifier in further NEF service invocations.”
Proposal 2: As an alternative, the NOTE 2 can be revised to make it clear that an inter-NF coordination is not supported in this release.
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